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INCREASING YOUR CYBERSECURITY AWARENESS:
UNDERSTANDING CYBERCRIME
AND FINDING WAYS TO FIGHT IT

«No person, organisation, or computer can ever be 100% secure. Someone with the patience,

money and skill can break into even the most protected systems».

(Scott Shackelford, Associate Professor of Business Law and Ethics, Indiana University, USA1).

Dependency on global cyberspace is rapidly increasing nowadays. Virtual reality generates

opportunities for enterprises, governments and individuals; however it also poses significant

threats to security on different levels including the national level, whereby key state

infrastructures can become a target of cyber attacks. This was seen during the Covid-19

pandemic when the healthcare system in a number of countries experienced cyber threats, which

in the example of the Czech Republic, led to severe disruption of the medical processes in a

hospital. Thus, cybercrime can cause detrimental effects not only to individuals or business

entities, but also to a large group of stakeholders. Infinite cyberspace, the anonymous character

of cyber attackers, advances in technology and a lack of cybersecurity measures in place — these

all give cybercrime a sophisticated and aggressive nature and as a result, make us more

vulnerable to it. This article will consider different categories of cybercrime, namely, crimes

against the person; crimes against property, and crimes against the government, drawing

examples from real life cases. This will be followed by an exploration of the methods which should

be employed in the fight against cybercrime. In addition, the EU legislative framework will be

considered as an example of legal measures against cybercrime.

Key words: Internet, cyberspace, cybercrime, cyber attack, cyber threat, cybersecurity,

ransomware, cyber terrorism, European Union legal framework, NIS Directive, ENISA, ways.
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1 Scott Shackelford, ‘Take these 5 critical steps to protect yourself from cybercrime’ Fast Company
(17 August 2019) <https://www.fastcompany.com/90391332/take-these-5-critical-steps-to-protect-
yourself-from-cybercrime> accessed 28 March 2020.



I. Introduction

Once Jacques Ellul, a 20th century
French philosopher and sociologist, said:
«Modern technology has become a total
phenomenon for civilization, the defining
force of a new social order in which
efficiency is no longer an option but a
necessity imposed on all human activity».2

Ellul’s words have gained greater
relevance at the present time, since we live
in the epoch of global digitalisation which
drives the world’s economic progress,
shapes the legal framework and
establishes new trends of social behaviour.
Cyberspace has become a major part of our
reality. Whether it is registering a social
media account, transferring money via
online banking, making orders on giant
platforms like Amazon3 or Taobao4,
paying the bills online or chatting to a
friend on an app, not to mention large
commercial transactions or other highly
valuable processes and operations that are
being conducted by electronic means, we
have entered into cyberspace, and have to
deal with cyber law matters. The scope and
dynamics of our online activities, the
amount of personal information that we
store or unintentionally leave online, all
create a greater threat to our privacy
which can be abused by criminals. Anyone
who uses the internet can become a victim
of different types of cybercrime. The
Identity Theft Resource Centre (ITRC), a
US non-profit organisation, established to
support victims of identity crime,
reported a 17% increase in data breach
cases in 2019 compared to 2018, naming

hacking as the leading culprit followed by
«unauthorised access».5 Hacking, indeed,
is one of the earliest forms of cybercrime
originating back to the 1960s and
involving identity theft, fraud and breach
of privacy.6 According to the ITRC, the
estimated global cost of cybercrime will
reach 6 trillion US dollars by 2021.7 Given
the times we live in and the increasing
number of cyber attacks, it is, therefore,
important to develop cybersecurity
awareness and equip oneself with
knowledge to become alert to potential
cyber threats. Firstly, definitions of cyber
and cybercrime will be presented and three
categories of cybercrime will be outlined.
The malware case of Yahoo and
ransomware attack on Norsk Hydro ASA
will be discussed. Under the category of
«crimes against the government» we shall
look at the cyber threats posed to the
healthcare system in the current pande-
mic. Other examples of cybercrimes will be
briefly mentioned. Thirdly, ways to
combat cybercrime will be explored and a
conclusion, together with the author’s
view on the topic, will be drawn towards
the end of the article.

II. What is cybercrime? Some examples
of cybercrime in real-life cases

The expert Martin Libicki’s definition
of «cyber» entails «command and control
of computers».8 Following this, cyber
attacks are «all efforts to disrupt, deny,
degrade, distort, or destroy the informa-
tion that they rely upon, store, process
and generate».9 According to several law
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2 Jacques Ellul, quotation taken from Goodreads <https://www.goodreads.com/quotes/1297716-
modern-technology-has-become-a-total-phenomenon-for-civilization-the> accessed 21 March 2020.

3 <https:www.amazon.com>.
4 Taobao is an online shopping platform in China established in 2003 by the Alibaba Group

<https://baohero.com/taobao> accessed 7 April 2020.
5 Identity Theft Resource Center, Data Breach Report for 2019 <https://www.idtheftcenter.org/

identity-theft-resource-centers-annual-end-of-year-data-breach-report-reveals-17-percent-increase-in-bre
aches-over-2018/> accessed 20 March 2020.

6 Erika Hernandez, ‘The 16 Most Common Types of Cybercrime Acts’ VoIP Shield (14 February 2018)
<https://www.voipshield.com/the-16-most-common-types-of-cybercrime-acts/> accessed 20 March 2020.

7 Identity Theft Resource Center, op.cit.
8 Martin Libicki cited in Andrew Futter, ‘Is Trident safe from cyber attack?’ 5 February 2016)

European Leadership Network <https://www.europeanleadershipnetwork.org/report/is-trident-safe-from-
cyber-attack/> accessed 23 March 2020.

9 Ibid.



dictionaries, cybercrime is a «crime that
takes place through the use of computers,
computer technology or the Internet».10 In
the early stages of cyber criminal activity,
these crimes were normally committed by
lone individuals. Nowadays, however,
when cybercrimes are on the rise, they can
involve large criminal groups and
enterprises. Cybercrimes can be grouped
into different categories. The most
easily-distinguished are the following
three categories: crimes against people,
crimes against property and crimes
against the government.11 We will
approach these categories by examining
one crime from each in a number of real
life cases.

Crimes against people include cyber-
bullying, cyber-harassment and stalking,
distribution of child pornography and
human trafficking, credit card fraud,
online defamation (libel or slander),
identity theft, and spoofing.12

Identity theft is defined by the US
government as the act of stealing personal
data for fraudulent purposes, such as for
financial or medical gain.13 These actions
can affect personal credit status and will
require financial and time resources to
restore one’s reputation.14 Perhaps the
most infamous case of personal identity
theft to date was the Yahoo case occurring
from 2013 to 2016 when 3 billion user
accounts were hacked and names of people
together with their phone numbers, emails
and passwords were stolen.15 What went
so fundamentally wrong that led to such a

failure? Yahoo had been planning to move
away from a discredited technology known
as MD5, used to encrypt data.16 However,
hackers pre-empted this by launching an
attack on Yahoo accounts and taking
advantage of the weakness of MD5. It was
claimed that, in fact, security specialists
had been aware of the pitfalls of MD5 for
over ten years and that MD5 was more
vulnerable than other algorithms.17 Yet it
was five years before Yahoo decided to
change the security encryption after
Carnegie Mellon University’s Software
Engineering Institute officially warned
security experts that MD5 «should be
considered cryptographically broken and
unsuitable for further use».18 Although
Yahoo contested the claim that the
company did not spend sufficient funds on
security, former security employees
reported that they were not listened to
when they requested the company to
improve cryptography protections, on the
grounds that these would be costly,
complicated or were simply low in
priority.19 These major reasons were
claimed to be behind the massive cyber
data breach, which cost Yahoo loss of
reputation as well as substantial financial
losses. A class-action lawsuit was allowed
by a US Court ruling in August 2017,
which stated that Yahoo must face
litigation from users who suffered breach
of their personal information because all
plaintiffs had an «alleged risk of future
identity theft» and «loss of value of their
personal identification information» as
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10 Thelaw.com: Law Dictionary & Black’s Law Dictionary 2nd Ed. <https://dictionary.thelaw.
com/cybercrime/> accessed 7 April 2020.

11 Mary Clare Novak, ‘Let’s Talk About Cyber Law: Crime, Security, and Legislation’ Learning Hub
(20 November 2019) <https://learn.g2.com/cyber-law> accessed 20 March 2020.

12 Ibid.
13 The United States Government website, ‘Identity Theft’, <https://www.usa.gov/identity-theft>

accessed 20 March 2020.
14 Ibid.
15 Jonathan Stempel, Jim Finkle, ‘Yahoo says all three billion accounts hacked in 2012 data theft’

Reuters (3 October 2017) <https://www.reuters.com/article/us-yahoo-cyber/yahoo-says-all-three-billion-
accounts-hacked-in-2013-data-theft-idUSKCN1C82O1> accessed 21 March 2020.

16 Joseph Men, Jim Finkle et al., ‘Yahoo security problems a story of too little, too late’ Reuters
(18 December 2016) <https://www.reuters.com/article/us-yahoo-cyber-insight/yahoo-security-
problems-a-story-of-too-little-too-late-idUSKBN1470WT> accessed 1 April 2020.

17 Ibid.
18 Ibid.
19 Ibid.



well as the expenses they occurred due to
the necessity to protect themselves from
identity theft.20 The litigation process
is still ongoing and the final hearing is
scheduled for April 2020.21 Under the
proposed class action settlement, the
defendants, Yahoo and Aabaco Small
Business LLC, promised to pay
$117,500,000 for a Settlement Fund
which in turn will provide a minimum of
two years of Credit Monitoring Services or
cash payments to Yahoo users22.

From this case it can be seen how
important it is to have effective commu-
nication between managers and their
departments. Taking into consideration
the advice of IT specialists on updating
company cybersecurity, especially for a
digital company, is key. Investing a
sufficient amount of funds into
cybersecurity can save the company from
disaster and, conversely, skimping on
cybersecurity can lead to massive financial
losses, expensive and lengthy litigation,
damaged systems and loss of time in
recovering a company’s good name.

Crimes against property include
unauthorised computer trespassing
through cyberspace, transmission of a
virus/malware including ransomware,
distributed denial of service attacks,
cyber-squatting, hacking, computer
vandalism, and violations of intellectual
property rights.23

Let us take ransomware as an example.
According to Norton, a provider of

security against viruses and the like,
ransomware is a type of malware the aim
of which is to «lock and encrypt a victim’s
computer or device data, then demand a
ransom to restore access.»24 Whilst the
concept looks fairly simple, the
consequences can be drastic. The data
remains on the victim’s computer/device;
however, the attacker keeps it as hostage
and sets a time limit for the victim to pay
the ransom for the decryption tool in
return. The data is encrypted with
malware which does not allow the victim
to obtain access to it.25 An example of
ransomware is well illustrated in the
battle of Norsk Hydro ASA (Hydro)
against LockerGoga ransomware.

In 2019 a number of manufacturing
firms were targeted by ransomware known
as LockerGoga.26 This program works by
encrypting files stored on desktops,
laptops and servers and changes the user’s
passwords. It can delete files, encrypt a
specific file or any type of files.
Furthermore, it prevents the infected
system from recovery after it is
restarted.27 Like other dangerous forms of
ransomware, LockerGoga can shut down
physical equipment, causing disruption
to business operations. According to
Business Insider, files of the firms which
became victims of LockerGoga attacks
were encrypted and the only file which
was available was named «ReadMe» and
included the following message:
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20 Hannah Kuchler, ‘Yahoo says 2013 cyber breach affected all 3bn accounts’ Financial Times
(4 October 2017) <https://www.ft.com/content/9412c2b0-a87c-11e7-93c5-648314d2c72c> accessed
7 April 2020.

21 Yahoo! Inc. Customer Data Security Breach Litigation Settlement <https://yahoodatabreachsettlement.
com> accessed 27 March 2020.

22 Ibid.
23 Mary Clare Novak, op.cit.
24 Alison Grace Johansen ‘What is ransomware and how to help prevent ransomware attacks’

NortonLifeLock <https://us.norton.com/internetsecurity-malware-ransomware-5-dos-and-donts.html>
accessed 28 March 2020.

25 Ibid.
26 Aaron Holmes, ‘The Biggest hacks of 2019 so far’ Business Insider (11 September 2019)

<https://www.
businessinsider.com/biggest-hacks-and-data-breaches-of-2019-capital-one-whatsapp-iphone-2019-9>
accessed 10 April 2020.

27 Trend Micro Team, ‘What You Need to Know About the LockerGoga Ransomware’ (20 March 2019)
<https://www.trendmicro.com/vinfo/us/security/news/cyber-attacks/what-you-need-to-know-about-the
-lockergoga-ransomware> accessed 25 March 2020.



«Greetings! There was a significant flaw
in the security system of your company.
You should be thankful that the flaw was
exploited by serious people and not some
rookies. They would have damaged all of
your data by mistake or for fun. […] We
exclusively have decryption software for
your situation. […] The payment has to be
made in Bitcoins. The final price depends
on how fast you contact us. As soon as we
receive the payment you will get the
decryption tool and instructions on how to
improve your system security.»28 This is
an example of an aggressive form of
malware as it aims to rob the company,
damaging its network, and giving no
opportunity for self-recovery. Meanwhile,
it causes costly disruptions to business
processes, which can heavily impact the
short-term business outlook, leaving the
company to deal with its drastic
consequences.

One of the companies that fell victim to
LockerGoga’s attack was Norsk Hydro
ASA (Hydro), a famous multinational
manufacturer with 35,000 employees and
a history going back 100 years.29 The
cyber attack disabled the company’s
network, IT infrastructure and their
website, which was a disastrous situation
for a conglomerate like Hydro. How did
the company manage to overcome the
challenge? The company reacted quickly
and firmly. They took a very brave step
and acted openly and honestly with the
outside world by disclosing the details of
the incident, not trying to cover up any
truth. The company let the stock markets
know that they had started operating on a
manual basis. For internal communi-

cation, employees used Office365 on their
tablets and mobile phones, and for
external communication they relied on
their Facebook page and on a temporary
website named Azure.30 In addition,
Hydro shared information about the
incident in daily webcasts, managing
questions from the general public well.
They cooperated with national cybercrime
bodies, police and industry experts. The
company refused to pay any ransom.
Instead they put their efforts together to
recover their back-up data. Furthermore,
they uploaded videos of their recovery
processes on the Internet, which showed
how different teams and employees
managed daily operations and stayed in an
optimistic mood. In contrast to what one
might think, the company’s share price
increased.31 The battle for recovery cost
Hydro an estimated 60 million —
considerably more than the price that they
would have paid to the criminals for the
decryption tool.32 Some critics may argue
that Hydro should have simply bought the
decryption tool, which would have saved
money and a great deal of time used for
recovery. However, Hydro’s decision not
to pay ransom and therefore, not cooperate
with the criminals but instead to face the
hardship and fight on deserves respect.
Paying a ransom is not right for a number
of reasons. Firstly, responding in this way
to criminal attacks will send the wrong
message to the world at large as such a
decision can carry illegal and immoral
implications. The company may look weak
in the face of hardship and become an easy
target for future attacks. Secondly, this
may serve as an incentive for future cyber
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28 Trend Micro Team, ‘What You Need to Know About the LockerGoga Ransomware’ (20 March 2019)
<https://www.trendmicro.com/vinfo/us/security/news/cyber-attacks/what-you-need-to-know-about-the
-lockergoga-ransomware> accessed 25 March 2020.

29 Kevin Beaumont, «How Lockergoga took down Hydro — ransomware used in targeted attacks aimed
at big business’ Medium (21 March 2019) <https://doublepulsar.com/how-lockergoga-took-down-hydro-r
ansomware-used-in-targeted-attacks-aimed-at-big-business-c666551f5880> accessed 17 March 2020.

30 Ibid.
31 Ibid.
32 Luke Irwin, ‘ 60 million in recovery costs for Norsk Hydro after refusing ransom demand’ IT

Governance (27 June 2019) <https://www.itgovernance.co.uk/blog/60-million-recovery-costs-for-norsk-
hydro-after-ransom> accessed 10 April 2020.



activities and simply fund criminality.
Thirdly, and not least of all, the victim
cannot trust the criminal world, nor be
sure that after paying the ransom their
word will be kept and that a decryption
code will be sent to the victim.33

Crimes against government may target
key infrastructure and may pose a threat
to national sovereignty or even be
regarded as an act of war. These crimes
can vary from hacking into a public body’s
computers, launching a malware attack on
government electronic data systems,
accessing confidential information, and
committing cyber-warfare or cyber-
terrorism.34

In the current pandemic caused by the
Covid-19 outbreak, the healthcare systems
of different countries are being hit by an
increasing number of aggressive cyber
attacks. Thus, already in March when
many European countries were going
through the pandemic, cyber criminals
were taking advantage of the situation and
launched malware attacks on the biggest
testing centre against Covid-19, Brno
University Hospital in the Czech
Republic.35 The malware caused a
shutdown of the hospital’s computer
system, causing delays in surgery and
relocation of patients to other hospitals.36

Other examples of cyber attacks on the
healthcare sector include hacking into the
computer system of the UK’s
Hammersmith Medicines Research, which
is a trial centre for a Covid-19 vaccine,
resulting in exposure of sensitive
information.37 In the same month, the US
Department of Health and Human Services

became the target of malware which was
aimed to cause a slow-down of the
Department’s systems.38 Other countries
which have experienced attempted cyber
attacks on their hospitals are France and
Spain.

There may be a variety of motives
behind these cyber attacks and it can be
justifiably argued that such types of
attack can be easily classed as terrorism
because they aim to destabilise the state
healthcare system, causing massive
disruptions to hospital operations,
stealing files with sensitive data including
methods of cure against the virus, vaccine
development, and patients’ progress
towards recovery. Such attacks thus not
only put the state healthcare
infrastructure at risk, but they also
endanger the lives of many patients who
are in a critical condition and require
urgent treatment to survive. These
attacks, when successful, cause chaos in
hospitals and can lead to drastic
consequences for the public at large,
especially at this current time of
pandemic. Therefore, these malware
attacks are extremely dangerous, massive
in their scale and dramatic in their
outcomes. The president of the European
Commission, Ursula von der Leyen, said:
«Cyber criminals follow us online and
exploit our concerns about the
coronavirus. Our fear becomes their
business opportunity.»39 Indeed, when
medical staff are working around the
clock, risking their own lives to save
others, some others express the worst
aspect of human nature by trying to
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33 Ibid.
34 Mary Clare Novak, op.cit.
35 Sophie Porter, ‘Cyberattack on Czech hospital forces tech shutdown during coronavirus outbreak’

Healthcare IT News (19 March 2020) <https://www.healthcareitnews.com/news/europe/cyberattack-
czech-hospital-forces-tech-shutdown-during-coronavirus-outbreak> accessed 2 April 2020.

36 Ibid.
37 Elena Sanchez Nicolas, ‘Cybercrime rises during coronavirus pandemic’ EUobserver (25 March

2020) <https://euobserver.com/coronavirus/147869> accessed 7 April 2020.
38 Hannah Murphy, Kiran Stacey, ‘US health department targeted in cyber attack’, Financial

Times (16 March 2020) <https://www.ft.com/content/a4ac1ad1-0c86-4c7a-a6ac-d5296cbaecb8> accessed
28 March 2020.

39 Elena Sanchez Nicolas, op.cit.



destabilise the national healthcare system,
endangering lives and trying to make
money out of people’s pain and suffering.

A different example of cybercrime
against the government, is hacking into
government computers for the purpose of
stealing money, an example of which is
given by the Oklahoma case in 2019, when
hackers attacked the State Pension Fund,
committing a cyber theft of $4.2 million
from the Oklahoma Enforcement
Retirement System.40 That is not the only
instance when criminals broke into a
municipal computer system to steal funds.
Bloomberg reported that in 2019 alone,
municipal authorities became victims to
73 ransomware attacks, which is 19 more
cases than in 2018.41 This can influence
the credit rating of the state and
consequently, it can negatively impact on
the investment climate in the region.

III. Ways to fight cybercrime

As illustrated in the cases above, even
giant corporations or state authorities
with their own security departments can
still become a prey to cybercriminals.
Therefore, in the battle against cybercrime
it is essential to develop a comprehensive
approach which will encompass various
methods to combat them.

The first and most powerful way to
fight cybercrime at the national and
international levels is to develop a strong
legal framework which will combine hard
and soft law, introducing common
definitions of cybercrime, together with

heavy punishment for cybercriminals and
their accomplices. Cyberlaw is an evolving
field of law which is a recent addition to
the traditional legal system in many
countries. According to the United
Nations, 138 countries in the world have
already enacted cybercrime laws.42

Since Ukraine has taken a more
pro-European direction in recent times,
strengthening its economic, legal and
political ties with Europe, we shall
consider the EU legal framework with
regard to cybersecurity. The first and
major piece of legislation in this area has
been the Directive on Security of Network
and Information Systems (NIS Directive)43

which came into force in August 2016.
The NIS Directive serves as a legal tool to
strengthen cybersecurity across the EU.
It places responsibility on EU member
states to establish national NIS authorities
and a network of Computer Security
Incident Response Teams to foster
effective cooperation amongst the member
states and share information about cyber
risks. The EU states should then
continuously develop a cybersecurity
culture across key economic sectors in
their country, identifying businesses as
«operators of essential services»,
including digital service providers and
enable them to report risks.44

Furthermore, the General Data Protection
Regulation which came into effect in May
2018 guarantees protection of the personal
data and privacy to all EU citizens.45 The
other milestone in regulating this area is
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40 Maria Elena Vizcaino, ‘Oklahoma Pension Fund Cyber Attack Shows Rising Risk for Munis’
Bloomberg (13 September 2019) <https://www.bloomberg.com/news/articles/2019-09-13/oklahoma-
pension-fund-cyber-attack-shows-rising-risk-for-munis> accessed 29 March 2020.

41 Ibid.
42 United Nations Conference, Cyber Legislation Worldwide <https://unctad.org/en/Pages/DTL/STI_

and_ICTs/ICT4D-Legislation/eCom-Cybercrime-Laws.aspx> accessed 28 March 2020.
43 Directive (EU) 2016/1148 of the European Parliament and of the Council of 6 July 2016 concerning

measures for a high common level of security of network and information systems across the Union
<http://data.europa.eu/eli/dir/2016/1148/oj> accessed on 29 March 2020.

44 European Commission,The Directive on security of network and information system (NIS Directive)
<https://ec.europa.eu/digital-single-market/en/network-and-information-security-nis-directive> accessed
3 April 2020.

45 Regulation (EU) 2016/679 of the European Parliament and of the Council on 27 April 2016 on the
protection of natural persons with regard to the processing of personal data and on the free movement of
such data, and repealing Directive 95/46/EC (General Data Protection Regulation <http://data.
europa.eu/elireg/2016/679/oj> accessed 10 April 2020.



the Cybersecurity Act 201946 which
granted more powers to the European
Network and Information Security Agency
(ENISA) created in 2004 to assist EU
member states with advice and solutions
to various security issues. The variety of
ENISA’s work includes organising
training and studies on cyber crisis
management, implementing and further
developing a national cybersecurity
strategy, and taking part in drafting EU
laws on information security.47 The EU
Cybersecurity Act gave ENISA a mandate
for establishing a cybersecurity
certification framework for information
and communications technology (ICT)
products, processes and services.48 The
certification framework involves a unique
certification which is recognised by all EU
member states and confirms that ICT
products, processes and services are cyber
secure.49

Last year marked another important
event in the development of cybersecurity.
The EU established a legal framework with
a new sanctions regime which imposes
restrictive measures to prevent and react
to cyber attacks which pose a threat to the
EU and its member states. This framework
and the sanctions regime are stipulated in
Council Decision 2019/79750 and Council
Regulation (EU) 2019/796.51 According to
the European Council, the EU will impose
sanctions on physical and legal persons

that are «responsible for cyber-attacks or
attempted the cyber-attacks; who provide
financial, technical or material support
for such attacks or who are involved in
other ways».52 Some of the restrictions
placed on persons who are found to be
responsible for cyber attacks include a
travel ban and an asset freeze against
cyber criminals and persons who assist
them.53

Mieke Eoyang, Allison Peters et al.54 in
their paper entitled «To Catch a Hacker:
Toward a comprehensive strategy to
identify, pursue, and punish malicious
cyber actors» consider ways in which the
cybersecurity of the USA can be
strengthened. These apply not just to the
USA but should be taken as advice to
countries across the world. The experts
emphasise the importance of improving
law enforcement, identifying lack of
resources and shortfalls in personnel
training as obstacles to bringing criminals
to justice. Investing funds in law
enforcement staff training, incentivising
them and retaining the best should become
an important goal.55 It is crucial, they
point out, to continue funding research
and development in order to produce
effective solutions in cyber forensic
technology.56

No less an important way to fight
cybercrime is to adopt effective technical
measures to deter cybercriminals. For
instance, Trend Micro Inc. advises on
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46 Regulation (EU) 2019/881 of the European Parliament and of the Council of 17 April 2019 on
ENISA (the European Union Agency for Cybersecurity) and on information and communications
technology cybersecurity certification and repealing Regulation (EU) No 526/2013 (Cybersecurity Act)
PE/86/2018/REV/1 <http://data.europa.eu/eli/reg/2019/881/oj> accessed 5 April 2020.

47 ENISA <https://europa.eu/european-union/about-eu/agencies/enisa_en> accessed 25 March 2020.
48 <https://ec.europa.eu/digital-single-market/en/eu-cybersecurity-act> accessed 1 April 2020.
49 Ibid.
50 Council Decision (CFSP) 2019/797 of 17 May 2019 concerning restrictive measures against

cyber-attacks threatening the Union or its Member States
51 Council Regulation (EU) 2019/796 of 17 May 2019 concerning restrictive measures against

cyber-attacks threatening the Union or its Member States
52 European Council of the European Union, ‘Cybersecurity in Europe: stronger rules and better

protection’ <https://www.consilium.europa.eu/en/policies/cybersecurity/> accessed 5 April 2020.
53 Ibid.
54 Mieke Eoyang, Allison Peters et al., ‘To Catch a Hacker: Toward a comprehensive strategy to

identify, pursue, and punish malicious cyber actors’ Third Way (2018) <https://www.jstor.org/stable/
resrep20153> accessed 12 April 2020.

55 Ibid.
56 Ibid.



steps which should be taken to fight
against malware/ransomware.57 Firstly, it
emphasises the importance of regular
backups of the files and the system. This
allows organisations to clear infected
systems and restore a former version
within days. Industry experts have the
«3-2-1 backup rule»: making three copies
on media tools such as USB or hard disk
and another copy «stored offsite».58

Secondly, it is essential to keep all the
systems and applications updated. It does
not take much time to download updates
but not doing so can put a user’s computer
at risk and make it more vulnerable in the
face of cyber threats. One can enable
automatic updates which will be installed
on the system when they are available. In
addition, it is important to have good
anti-virus software that monitors the
system and eliminates viruses and
malware. Thirdly, one should have «secure
system administration tools and
implement network segmentation and data
categorisation» to reduce the risk of
disclosure of important data. Further
advice includes enhancing protection of
email gateways and strengthening security
such as «application control» and
«behaviour monitoring», which will enable
the user to prevent undesirable alterations
to his/her system.59

Managerial action to fight cybercrime
include strategic planning, risk evaluation
and risk management, effective
cooperation with different departments in
a company including IT/security depart-
ment, and coordination and leadership.
From the case of Yahoo and Hydro we can
see how significant were the managerial
decisions, not only for the short-term
survival of the business but also for the
long-term. Often managers, in order to

save money, cut the investment in
cybersecurity. Neglecting the advice or
requests of IT experts within a company
and skimping on investment in
cybersecurity, however, can cost a
company dearly in financial loss and
damage to brand image. On the contrary,
the clever managerial response by Hydro
to the cyber attack led the company not
only to survive but also to increase their
share price in the face of disaster, which is
a rare phenomenon. Vicky Ngo-Lam, a
product marketing manager at Exabeam, a
Smart SIEM company60, advises business
entities to prepare an incident response
plan which should involve different
stages:

Preparation: includes selecting staff
and training them effectively or
employing experts in the field.

Identification: detecting gaps in
security and deciding how to fix them.

Containment: cleaning and restoring
damaged areas.

Eradication: investigating causes of the
incident and removing malware.

Recovery: restoring the systems,
testing them and ensuring that they are
working well.

Learning the lessons: team review and
improving the incident response plan.61

Finally, foreign policy plays a major
role in cybercrime deterrence. The policy
may include diplomatic meetings and
warnings as well as sanctions such as
travel bans or economic sanctions imposed
on cyber criminals. Diplomats are known
for their mastery of word and effective
communication. Their role in fighting the
cybercrime is supportive and can be
decisive. «The more intergovernmental
cooperation and communication, the more
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effective the response to any cyber-crime
will be», states Sico van der Meer, a
Research Fellow at the Clingendael
Institute in the Netherlands.62

Conclusion

Since we rely on computers, the
Internet and other digital technologies
more and more in our daily lives, everyone
is exposed to a range of potential cyber
threats. The world is becoming more
interconnected, which creates major
opportunities for cyber criminals who are
now increasingly frequent and aggressive
in their nature. The words of Scott
Shackelford: «No person, organisation, or
computer can ever be 100% secure.
Someone with the patience, money and
skill can break into even the most
protected systems»63 have been proved
numerous times in practice as newspapers
headlines announce another notorious
hacking or malware attack on
governments or big corporations. Cases
such as Yahoo or Hydro have
demonstrated that cybersecurity can
become a real challenge in spite of the
company’s size, name and reputation. A
lack of cyber protection can exact a high
price: substantial financial and data loss,
disruption to daily operations, damage to
a company’s name, credit downgrading
and a negative impact on share prices.
Furthermore, it can risk people’s lives as
has been seen in the case of cyber attacks
on the healthcare systems across countries
during the Covid-19 pandemic. Therefore,
cybersecurity in the 21st century has
become a priority for governments, top
company management and each of us as
private citizens and the matter requires a
holistic approach for its solution. There
are a number of ways to deter and fight
the cybercrime, namely legal, technical,
managerial and diplomatic action. In my
opinion, they are all significant as they
offer protection from various angles.

Having strong laws and regulations in
place which will introduce heavy
punishment to criminals and their
accomplices coupled with an effective law
enforcement mechanism will play an
instrumental role in fighting and
deterring cybercrime. Developing hard law
as well as strengthening soft law is
essential. Following recent trends in
cybercrime, it is crucial to evaluate the
potential risks and plan strategically to
keep the legal framework as updated as
possible, encompassing all societal needs
of today and enabling society to deal with
the legal problems that it is facing.
Without a strong legal platform we will
not be able to fight cybercrime efficiently
and effectively. Furthermore,
strengthening foreign policy in the form
of continuous cooperation between
countries in investigating cybercrimes,
identifying cyber criminals and
prosecuting them will have a positive
impact on shaping a common cyber secure
future. Continuous diplomatic efforts to
align policies and procedures will further
contribute to it. Surely, cybersecurity
requires a great deal of IT technical
knowledge and skills. However, every
individual can take more precautions
against becoming a victim of a cybercrime.
Already by taking small steps in
cybersecurity, such as following advice
from IT specialists on updating computer
program, changing passwords on
accounts, ignoring strange-looking emails
from unknown senders or simply leaving
as little sensitive information as possible
online can potentially save nerves, time
and finance in the future. Keeping oneself
alert to potential cyber fraud is key. As
for business entities and organisations, it
has become essential nowadays to employ,
train and retain IT staff who will
constantly monitor and assess the state of
cybersecurity of the company’s systems.
Company managers should be more willing
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to cooperate with IT experts, be open to
their suggestions and be encouraged to
invest more in cybersecurity. Fighting
cybercrime is a global issue and therefore,

requires a mutual effort and cooperation
between different states, the business
world, IT experts and public at large.
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2020 ðîêó.

Àéäåíò³ò³ Òåôò Ðåñóðñ Ñåíòåð, Çâ³ò ïðî ïîðóøåííÿ äàíèõ çà 2019 ð³ê <https://www.
idtheftcenter.org/identity-theft-resource-centers-annual-end-of-year-data-breach-report-reveals-
17-percent-increase-in-breaches-over-2018/> äàòà çâåðíåííÿ: 20 áåðåçíÿ 2020 ðîêó.

Âåá-ñàéò óðÿäó Ñïîëó÷åíèõ Øòàò³â Àìåðèêè: âèçíà÷åííÿ ïîíÿòòÿ «Êðàä³æêà îñîáèñòèõ
äàíèõ» <https://www.usa.gov/identity-theft> äàòà çâåðíåííÿ: 20 áåðåçíÿ 2020 ðîêó.

Êîíôåðåíö³ÿ Îðãàí³çàö³¿ Îá’ºäíàíèõ Íàö³é: Ê³áåð-çàêîíîäàâñòâî ó âñüîìó ñâ³ò³
<https://unctad.org/en/Pages/DTL/STI_and_ICTs/ICT4D-Legislation/eCom-Cybercrime-Laws.a
spx> äàòà çâåðíåííÿ: 5 êâ³òíÿ 2020 ðîêó.

Âåá-ñàéòè êîìïàí³¿ òà ïðîôåñ³éí³ áëîãè

Öèñîìåã, «Ê³áåðçëî÷èíí³ñòü îá³éäåòüñÿ â ñâ³ò³ 6 òðèëüéîí³â äîëàð³â ÑØÀ äî ê³íöÿ ðîêó:
äîñë³äæåííÿ» Öèñîìåã (23 áåðåçíÿ 2020 ð.) <https://www.cisomag.com/cybercrime-will-cost-
the-world-us6-trillion-by-the-end-of-the-year-study/> äàòà çâåðíåííÿ: 27 áåðåçíÿ 2020 ðîêó.

Áîìîíò Ê, «ßê ËîêåðÃîãà àòàêóâàâ Ãàéäðî — â³ðóñ, ÿêèé âèêîðèñòîâóºòüñÿ â ö³ëåñïðÿìî-
âàíèõ àòàêàõ, ñïðÿìîâàíèõ íà âåëèêèé á³çíåñ» Ì³ä³óì (21 áåðåçíÿ 2019 ð.) <https://
doublepulsar.com/how-lockergoga-took-down-hydro-ransomware-used-in-targeted-attacks-aimed-
at-big-business-c666551f5880> äàòà çâåðíåííÿ: 18 áåðåçíÿ 2020 ðîêó.

Åðíàíäåñ Å, «16 íàéïîøèðåí³øèõ òèï³â ä³ÿíü ê³áåðçëî÷èííîñò³» Âî³ï Ø³ëä (14 ëþòîãî
2018 ð.) <https://www.voipshield.com/the-16-most-common-types-of-cybercrime-acts/> äàòà
çâåðíåííÿ: 20 áåðåçíÿ 2020 ðîêó.

²ðâ³í Ë, «60 ì³ëüéîí³â ôóíò³â âèòðàò íà â³äíîâëåííÿ Íîðñüê Ãàéäðî ï³ñëÿ â³äìîâè â³ä âè-
ìîãè âèêóïó» Àéò³ Ãàâåíåíñ (27 ÷åðâíÿ 2019 ð.) <https://www.itgovernance.co.uk/blog/
60-million-recovery-costs-for-norsk-hydro-after-ransom> äàòà çâåðíåííÿ: 10 êâ³òíÿ 2020 ðîêó.

Éîõàíñåí À. Ã, «Ùî òàêå â³ðóñíå ïðîãðàìíå çàáåçïå÷åííÿ ç ö³ëëþ âèìîãè âèêóïó òà ÿê çàïî-
á³ãòè àòàêàì òàêèõ â³ðóñíèõ ïðîãðàì» ÍîðòîíËàéôËîê <https://us.norton.com/internetsecurity-
malware-ransomware-5-dos-and-donts.html> äàòà çâåðíåííÿ: 28 áåðåçíÿ 2020 ðîêó.

Ëàì Â, «Ê³áåðçëî÷èíí³ñòü: òèïè, ïðèêëàäè òà çàñîáè çàïîá³ãàííÿ äëÿ á³çíåñó» Âåá-ñàéò
êîìïàí³¿ Åêñàá³ì (24 ãðóäíÿ 2019 ð.) <https://www.exabeam.com/information-security/cyber-
crime/> äàòà çâåðíåííÿ: 18 áåðåçíÿ 2020 ðîêó.

Íîâàê, Ì. Ê, «Ïîãîâîðèìî ïðî ê³áåð-ïðàâî: çëî÷èíí³ñòü, áåçïåêà òà çàêîíîäàâñòâî» Ëüîí³í
Õàá Òåõ (20 ëèñòîïàäà 2019 ð.) <https://learn.g2.com/cyber-law> äàòà çâåðíåííÿ: 29 áåðåçíÿ
2020 ðîêó.

Ï’þ A, «8 ñïîñîá³â áîðîòüáè ç ê³áåðçëî÷èíí³ñòþ» ²-êàðèàðñ (18 êâ³òíÿ 2019 ð.) <https://
www.e-careers.com/connected/cyber-security-careers/8-ways-to-fight-cybercrime> äàòà çâåðíåí-
íÿ: 25 áåðåçíÿ 2020 ðîêó.

Øåêëôîðä Ñ, «Çðîá³òü ö³ 5 íåîáõ³äíèõ êðîê³â, ùîá çàõèñòèòè ñåáå â³ä ê³áåðçëî÷èííîñò³»
Ôàñò Êàìïàí³ (17 ñåðïíÿ 2019 ð.) <https://www.fastcompany.com/90391332/take-these-5-
critical-steps-to-protect-yourself-from-cybercrime> äàòà çâåðíåííÿ: 7 êâ³òíÿ 2020 ðîêó.

Êîìàíäà Òðåíä Ìàéêðî, «Ùî ïîòð³áíî çíàòè ïðî â³ðóñíå ïðîãðàìíå çàáåçïå÷åííÿ ç ö³ëåþ âè-
ìîãè âèêóïó ËîêåðÃîãà» (20 áåðåçíÿ 2019 ð.) <https://www.trendmicro.com/vinfo/us/
security/news/cyber-attacks/what-you-need-to-know-about-the-lockergoga-ransomware> äàòà çâåð-
íåííÿ: 20 áåðåçíÿ 2020 ðîêó.

ßõó ²íê. (Yahoo! Inc.) <https://yahoodatabreachsettlement.com> äàòà çâåðíåííÿ: 27 áåðåçíÿ
2020 ðîêó.

Îíëàéí-íîâèíè

Õîëìñ À, «Íàéá³ëüø³ õàêåð-çëîìè â 2019 ðîö³» Á³çíåñ ²íñàéäåð (11 âåðåñíÿ 2019 ð.)
<https://www.businessinsider.com/biggest-hacks-and-data-breaches-of-2019-capital-one-whatsa
pp-iphone-2019-9> äàòà çâåðíåííÿ: 14 êâ³òíÿ 2020 ðîêó.
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Êóí÷ëåð Õ, «Çã³äíî Àõó, âñ³ 3 ìëðä àêàóíò³â áóëî çëîìàíî» Ôàéíåíøë Òàéìñ <https://
www.ft.com/content/9412c2b0-a87c-11e7-93c5-648314d2c72c> äàòà çâåðíåííÿ: 3 êâ³òíÿ 2020.

Ìåí Äæåé, Ô³íêë Äæåé òà ³í. «Ïðîáëåìè áåçïåêè ßõó — ³ñòîð³ÿ ïðî çàíàäòî ìàëî òà çàï³ç-
íî» Ðîéòåðñ (18 ãðóäíÿ 2016 ð.) <https://www.reuters.com/article/us-yahoo-cyber-insight/
yahoo-security-problems-a-story-of-too-little-too-late-idUSKBN1470WT> äàòà çâåðíåííÿ: 1 êâ³ò-
íÿ 2020 ðîêó.

Ìüîðô³ Õ, Ñòåéñ³ Ê, «Äåïàðòàìåíò îõîðîíè çäîðîâ’ÿ ÑØÀ áóâ ì³øåííþ ê³áåð-àòàêè» Ôàé-
íåíøë Òàéìñ (16 áåðåçíÿ 2020 ð.) <https://www.ft.com/content/a4ac1ad1-0c86-4c7a-a6ac-
d5296cbaecb8> äàòà çâåðíåííÿ: 29 áåðåçíÿ 2020 ðîêó.

Ïîðòåð Ñ, «Ê³áåðàòàêà íà ÷åñüê³ ë³êàðí³ ñïðè÷èíèëà òåõí³÷íå âèìêíåííÿ ï³ä ÷àñ ñïàëàõó
êîðîíàâ³ðóñó» Õåëñ Êåà Àéò³ Íüþñ (19 áåðåçíÿ 2020 ð.) <https://www.healthcareitnews.com/
news/europe/cyberattack-czech-hospital-forces-tech-shutdown-during-coronavirus-outbreak> äà-
òà çâåðíåííÿ: 25 áåðåçíÿ 2020 ðîêó.

Ñàí÷åñ Í³êîëÿñ Å, «Çðîñòàííÿ ð³âíþ ê³áåðçëî÷èíí³ñòü ï³ä ÷àñ ïàíäåì³¿ êîðîíàâ³ðóñó» ªÑ
Îáçåðâåð (25 áåðåçíÿ 2020 ð.) <https://euobserver.com/coronavirus/147869> äàòà çâåðíåííÿ:
28 áåðåçíÿ 2020.

Øòåìïåëü Äæåé, Ô³íêë Äæåé, «ßõó ñòâåðäæóº, ùî âñ³ òðè ìëðä îáë³êîâèõ çàïèñ³â áóëî
çëîìàíî â êðàä³æö³ äàíèõ â 2013 ðîö³» Ðîéòåðñ (3 æîâòíÿ 2017 ð.)

<https://www.reuters.com/article/us-yahoo-cyber/yahoo-says-all-three-billion-accounts-hack
ed-in-2013-data-theft-idUSKCN1C82O1> äàòà çâåðíåííÿ: 20 áåðåçíÿ 2020 ðîêó.

Â³çàéí Ì. Å, «Ê³áåð-àòàêà ïåíñ³éíîãî ôîíäó Øòàòó Îêëàõîìà ïîêàçóº ðèçèê äëÿ Ìóí³ñà»
Áëóìáåðã (13 âåðåñíÿ 2019 ð.) <https://www.bloomberg.com/news/articles/2019-09-13/
oklahoma-pension-fund-cyber-attack-shows-rising-risk-for-munis> äàòà çâåðíåííÿ: 21 áåðåçíÿ
2020 ðîêó.

²íø³

Áàîõ³ðîó, ðàí³øå àãåíò ÒàîÁàî <https://baohero.com/taobao> äàòà çâåðíåííÿ: 1 êâ³òíÿ
2020 ðîêó.

Ãóäð³äñ: öèòàòè Æàê ²ëþëü <https://www.goodreads.com/quotes/1297716-modern-
technology-has-become-a-total-phenomenon-for-civilization-the> äàòà çâåðíåííÿ: 23 áåðåçíÿ
2020 ðîêó.

Thelaw.com: Þðèäè÷íèé ñëîâíèê òà þðèäè÷íèé ñëîâíèê Áëåê 2-å âèäàííÿ. <https://
dictionary.thelaw.com/cybercrime/> äàòà çâåðíåííÿ: 7 êâ³òíÿ 2020 ðîêó.

Æóðàâåëü Ì. Â. Ï³äâèùåííÿ ð³âíÿ îá³çíàíîñò³ ùîäî ê³áåðáåçïåêè: ðîçóì³ííÿ ê³áåð-

çëî÷èííîñò³ òà ïîøóê ñïîñîá³â áîðîòüáè ç íåþ.

Îñê³ëüêè ìè æèâåìî â åïîõó ãëîáàëüíî¿ öèôðîâ³çàö³¿, ÿêà ðóõàº åêîíîì³÷íèé ïðîãðåñ ó

ñâ³ò³, ôîðìóº ïðàâîâ³ ðàìêè òà âñòàíîâëþº íîâ³ òåíäåíö³¿ ñîö³àëüíî¿ ïîâåä³íêè, ê³áåð-

ïðîñò³ð ñòàâ îñíîâíîþ ÷àñòèíîþ íàøî¿ ðåàëüíîñò³. ×è òî ðåºñòðàö³ÿ îáë³êîâîãî çàïèñó

â ñîö³àëüíèõ ìåðåæàõ, ÷è òî ïåðåêàç ãðîøåé ÷åðåç ²íòåðíåò-áàíê³íã, çàìîâëåííÿ íà

ã³ãàíòñüêèõ ïëàòôîðìàõ, òàêèõ ÿê Amazon ÷è Taobao, îïëàòà ðàõóíê³â â ²íòåðíåò³,

íå êàæó÷è âæå ïðî âåëèê³ êîìåðö³éí³ òðàíçàêö³¿ òà ³íø³ ö³íí³ îïåðàö³¿, ÿê³ ïðîâîäÿòüñÿ

åëåêòðîííèìè çàñîáàìè, ìè âñòóïèëè â ê³áåðïðîñò³ð ³ ìàºìî ñïðàâó ç ïèòàííÿìè

ê³áåð-ïðàâà. Â³ðòóàëüíà ðåàëüí³ñòü ïîðîäæóº ìîæëèâîñò³ äëÿ ï³äïðèºìñòâ, óðÿä³â òà

ïðèâàòíèõ îñ³á, îäíàê öå òàêîæ ñòâîðþº çíà÷í³ çàãðîçè áåçïåö³ íà ð³çíèõ ð³âíÿõ, âêëþ-

÷àþ÷è íàö³îíàëüíèé ð³âåíü, ÷åðåç ùî êëþ÷îâà äåðæàâíà ³íôðàñòðóêòóðà ìîæå ñòàòè

îá’ºêòîì ê³áåðàòàê.

Öå áóëî ïîì³÷åíî ï³ä ÷àñ ïàíäåì³¿ COVID-19, êîëè ñèñòåìà îõîðîíè çäîðîâ’ÿ íèçêè êðà¿í

çàçíàëà ê³áåðçàãðîçè, ùî íà ïðèêëàä³ ×åõ³¿ ïðèçâåëî äî ñåðéîçíèõ ïîðóøåíü ìåäè÷íèõ

ïðîöåñ³â ó ë³êàðí³. Òàêèì ÷èíîì, ê³áåðçëî÷èíí³ñòü ìîæå ñïðè÷èíèòè çãóáíèé âïëèâ íå

ò³ëüêè äëÿ ô³çè÷íèõ îñ³á àáî ñóá’ºêò³â ãîñïîäàðþâàííÿ, àëå é äëÿ âåëèêî¿ ãðóïè çàö³êàâ-

ëåíèõ ñòîð³í. Ðîçìàõ ³ äèíàì³êà íàøî¿ îíëàéí-ä³ÿëüíîñò³, ê³ëüê³ñòü îñîáèñòî¿ ³íôîðìà-

ö³¿, ÿêó ìè çáåð³ãàºìî àáî íåíàâìèñíî çàëèøàºìî â ²íòåðíåò³, — öå âñå ñòâîðþº á³ëüøó

çàãðîçó äëÿ íàøî¿ êîíô³äåíö³éíîñò³. Êîæåí, õòî êîðèñòóºòüñÿ ²íòåðíåòîì, ìîæå ñòà-

òè æåðòâîþ ð³çíèõ âèä³â ê³áåðçëî÷èííîñò³. Ó ö³é ñòàòò³ áóäóòü ðîçãëÿíóò³ ð³çí³ êà-
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òåãîð³¿ ê³áåðçëî÷èííîñò³, à ñàìå çëî÷èíè ïðîòè îñîáè, çëî÷èíè ïðîòè âëàñíîñò³ òà çëî-

÷èíè ïðîòè óðÿäó, ñïèðàþ÷èñü íà ïðèêëàäè ðåàëüíèõ ñïðàâ. Äàë³ áóäå âèâ÷åíî øëÿõè,

ÿê³ ñë³ä âèêîðèñòîâóâàòè â áîðîòüá³ ç ê³áåðçëî÷èíí³ñòþ. Êð³ì òîãî, çàêîíîäàâ÷à áàçà

ªÑ áóäå ðîçãëÿíóòà ÿê ïðèêëàä ïðàâîâèõ çàõîä³â ïðîòè ê³áåðçëî÷èííîñò³.

Êëþ÷îâ³ ñëîâà: ²íòåðíåò, ê³áåðïðîñò³ð, ê³áåðçëî÷èíí³ñòü, ê³áåðàòàêà, ê³áåðçàãðîçà,

ê³áåðáåçïåêà, âèêóï, ê³áåðòåðîðèçì, çàêîíîäàâ÷à áàçà ªâðîïåéñüêîãî Ñîþçó, Äèðåêòèâà

NIS, ENISA, ñïîñîáè.

Æóðàâåëü Ì. Â. Ïîâûøåíèå îñâåäîìëåííîñòè î êèáåðáåçîïàñíîñòè: ïîíèìàíèå êè-

áåðïðåñòóïíîñòè è ïîèñê ñïîñîáîâ áîðüáû ñ íåé.

Ïîñêîëüêó ìû æèâåì â ýïîõó ãëîáàëüíîé öèôðîâèçàöèè, êîòîðàÿ äâèæåò ýêîíîìè÷åñ-

êèé ïðîãðåññ â ìèðå, ôîðìèðóåò ïðàâîâûå ðàìêè è óñòàíàâëèâàåò íîâûå òåíäåíöèè ñî-

öèàëüíîãî ïîâåäåíèÿ, êèáåðïðîñòðàíñòâî ñòàëî îñíîâíîé ÷àñòüþ íàøåé ðåàëüíîñòè.

Áóäü òî ðåãèñòðàöèÿ àêêàóíòà â ñîöèàëüíûõ ñåòÿõ èëè ïåðåâîä äåíåã ÷åðåç Èíòåð-

íåò-áàíêèíã, çàêàçû íà ãèãàíòñêèõ ïëàòôîðìàõ, òàêèõ êàê Amazon èëè Taobao, îïëà-

òà ñ÷åòîâ â Èíòåðíåòå, íå ãîâîðÿ óæå î êîììåð÷åñêèõ òðàíçàêöèÿõ è äðóãèõ öåííûõ

îïåðàöèÿõ, ïðîâîäèìûõ ýëåêòðîííûìè ñðåäñòâàìè, ìû âñòóïèëè â êèáåðïðîñòðàíñòâî

è èìååì äåëî ñ âîïðîñàìè êèáåð-ïðàâà. Âèðòóàëüíàÿ ðåàëüíîñòü ïîðîæäàåò âîçìîæíîñ-

òè äëÿ ïðåäïðèÿòèé, ïðàâèòåëüñòâ è ÷àñòíûõ ëèö, îäíàêî ýòî òàêæå ñîçäàåò çíà÷è-

òåëüíûå óãðîçû áåçîïàñíîñòè íà ðàçëè÷íûõ óðîâíÿõ, âêëþ÷àÿ íàöèîíàëüíûé óðîâåíü,

èç-çà ÷åãî êëþ÷åâàÿ ãîñóäàðñòâåííàÿ èíôðàñòðóêòóðà ìîæåò ñòàòü îáúåêòîì êèáåðà-

òàê.

Ýòî áûëî çàìå÷åíî âî âðåìÿ ïàíäåìèè COVID-19, êîãäà ñèñòåìà çäðàâîîõðàíåíèÿ ðÿäà

ñòðàí ïðåòåðïåëà êèáåðóãðîçû, ÷òî íà ïðèìåðå ×åõèè ïðèâåëî ê ñåðüåçíûì íàðóøåíèÿì

ìåäèöèíñêèõ ïðîöåññîâ â áîëüíèöå. Òàêèì îáðàçîì, êèáåðïðåñòóïíîñòü ìîæåò èìåòü

ïàãóáíîå âëèÿíèå íå òîëüêî äëÿ ôèçè÷åñêèõ ëèö èëè ñóáúåêòîâ õîçÿéñòâîâàíèÿ, íî è

äëÿ áîëüøîé ãðóïïû çàèíòåðåñîâàííûõ ñòîðîí. Ðàçìàõ è äèíàìèêà íàøåé îíëàéí-äåÿ-

òåëüíîñòè, êîëè÷åñòâî ëè÷íîé èíôîðìàöèè, êîòîðóþ ìû ñîõðàíÿåì èëè íå÷àÿííî

îñòàâëÿåì â Èíòåðíåòå, — ýòî âñå ñîçäàåò áîëüøóþ óãðîçó äëÿ íàøåé êîíôèäåíöèàëü-

íîñòè. Êàæäûé, êòî ïîëüçóåòñÿ Èíòåðíåòîì, ìîæåò ñòàòü æåðòâîé ðàçëè÷íûõ âè-

äîâ êèáåðïðåñòóïíîñòè. Â ýòîé ñòàòüå áóäóò ðàññìîòðåíû ðàçëè÷íûå êàòåãîðèè êè-

áåðïðåñòóïíîñòè, à èìåííî ïðåñòóïëåíèÿ ïðîòèâ ëè÷íîñòè, ïðåñòóïëåíèÿ ïðîòèâ

ñîáñòâåííîñòè è ïðåñòóïëåíèÿ ïðîòèâ ïðàâèòåëüñòâà, îïèðàÿñü íà ïðèìåðû ðåàëüíûõ

äåë. Äàëåå áóäåò èçó÷åíî ïóòè, êîòîðûå ñëåäóåò èñïîëüçîâàòü â áîðüáå ñ êèáåðïðåñòóï-

íîñòüþ. Êðîìå òîãî, çàêîíîäàòåëüíàÿ áàçà ÅÑ áóäåò ðàññìîòðåíà êàê ïðèìåð ïðàâî-

âûõ ìåð ïðîòèâ êèáåðïðåñòóïíîñòè.

Êëþ÷åâûå ñëîâà: Èíòåðíåò, êèáåðïðîñòðàíñòâî, êèáåðïðåñòóïíîñòü, êèáåðàòàêà,
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Ñîþçà, äèðåêòèâà NIS, ENISA, ïóòè.
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